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SOCIAL EQUITY ENGINE: FIDUCIARY, SAFEGUARDS,
AND LEGAL COMPLIANCE MANUAL

Introduction

The fiduciary and compliance architecture of the Social Equity Engine (SEE) constitutes the legal
foundation upon which its operational legitimacy and bankability rest. This manual codifies SEE’s
alignment with international standards, including the African Development Bank’s Ten-Year Strategy
(2024-2033) and Integrated Safeguards System (ISS), the World Bank’s Digital Economy for Africa
(DE4A) governance framework, and the COMESA IDEA program. It establishes lawful protocols for
fiduciary integrity, procurement transparency, anti-corruption safeguards, and cross-border
compliance, ensuring that SEE remains defensible under global norms and resilient across sovereign
cycles.

SEE treats fiduciary compliance not as an administrative obligation but as a strategic instrument for
trust-building and capital mobilization. By embedding auditable pathways, disbursement-linked
indicators, and independent recourse mechanisms, SEE guarantees that every financial transaction and
operational decision is verifiable, lawful, and aligned with intergenerational equity objectives.

Chapter 1: Fiduciary Doctrine and Legal Standing

The fiduciary doctrine of SEE is grounded in three normative principles: lawfulness, transparency, and
accountability across sovereign cycles. SEE assumes a dual fiduciary role:

e Custodial Responsibility: Acting as the lawful custodian of all financial flows within its
architecture, ensuring that funds are deployed exclusively for equity-driven outcomes.

e Compliance Stewardship: Harmonizing its fiduciary protocols with international standards,
including AfDB ISS, World Bank DE4A governance, and UNCITRAL procurement norms.

SEE’s legal standing is codified under its Charter and Canon, granting it the authority to:
e Enter into sovereign and non-sovereign financing agreements.
e Issue compliance certifications through GSIA for bankability assurance.

e Enforce anti-corruption, AML/CFT, and beneficial ownership transparency obligations across all
components and affiliated entities.

This legal framework ensures that SEE operates as a lawful fiduciary entity, capable of mobilizing
catalytic capital while maintaining defensibility before multilateral financiers and sovereign authorities.

Chapter 2: Alignment with AfDB Ten-Year Strategy and High 5s

SEE’s compliance architecture is explicitly aligned with the African Development Bank’s Ten-Year
Strategy (2024-2033) and its High 5 priorities:

e Light Up and Power Africa: Integration of ECHO Future modules within EUOS properties to
deliver distributed renewable energy solutions.

e Feed Africa: Activation of DESA and DEIC programs for agriculture intelligence and staple food
systems.
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Industrialize Africa: Deployment of lawful digitalisation corridors under DESA to enable
industrial connectivity.

Integrate Africa: Harmonization of governance protocols with COMESA IDEA and regional
PCUs.

Improve the Quality of Life for Africans: Programmatic activation through DEIC for education,
health, and vocational training.

SEE embeds AfDB'’s Integrated Safeguards System (ISS) into its fiduciary protocols, ensuring that
environmental, social, and governance safeguards are operationalized across all components. ISS
triggers—such as stakeholder engagement, grievance redress, and remedy—are codified into SEE’s
compliance ledger, guaranteeing lawful recourse and transparency.

Table: AfDB High 5 Alignment within SEE

AfDB Priority SEE Component Interface

Light Up and Power Africa EUOS + ECHO Future integration

Feed Africa DESA + DEIC agriculture intelligence programs
Industrialize Africa DESA digitalisation corridors

Integrate Africa Governance harmonization via Ignite + GSIA
Improve Quality of Life DEIC education, health, and vocational programs

Chapter 3: Integrated Safeguards System (ISS)—Duties, Proofs, and
Triggers

The African Development Bank’s Integrated Safeguards System (ISS) constitutes a cornerstone of SEE’s
compliance architecture. ISS is not treated as an external reference but as an embedded operational
protocol within SEE’s fiduciary framework. Its purpose is to ensure that environmental, social, and
governance safeguards are systematically applied across all components and activation environments.

SEE codifies ISS obligations into three operational layers:

Duties: All components—DESA, DEIC, Power Play, Global Ground, and EUOS—are mandated to
integrate ISS principles into project design, execution, and monitoring. This includes
environmental impact assessments, social inclusion measures, and governance integrity
protocols.

Proofs: Compliance proofs are recorded within SEE’s unified compliance ledger, including
stakeholder engagement records, grievance redress documentation, and remedy
undertakings. These proofs are auditable and form part of GSIA’s certification process for
bankability.

Triggers: ISS triggers—such as land acquisition, resettlement, or significant environmental
impact—activate mandatory safeguard protocols, including independent audits and public
disclosure requirements under Open Contracting Data Standards (OCDS).
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By embedding ISS into its fiduciary architecture, SEE ensures that all interventions remain defensible
under AfDB’s compliance standards and resilient against reputational and fiduciary risk.

Chapter 4: Results Measurement and Disbursement-Linked Indicators
SEE adopts a results-based financing (RBF) model, wherein disbursements are contingent upon verified
achievement of equity-driven outcomes. This approach aligns with World Bank and AfDB protocols,
ensuring that capital flows are tied to measurable public value rather than mere input compliance.

The results measurement framework is structured around:

e Unified MEL Architecture: Indicators, baselines, and verification protocols harmonized across
all components, aligned with AfDB’s Results Measurement Framework (RMF) and World Bank
IDA priorities.

e Disbursement-Linked Indicators (DLIs): Financial releases are triggered by independently
verified milestones, such as kilometers of fiber deployed under DESA, number of vocational
graduates under DEIC, or activation of EUOS properties with ECHO Future modules.

¢ Independent Verification: GSIA serves as the external audit authority, ensuring that all
reported results are lawful, auditable, and compliant with global standards.

This results-based approach transforms SEE’s fiduciary model into a performance-driven architecture,
guaranteeing that every dollar disbursed translates into measurable equity outcomes.

Table: Results-Based Financing Logic within SEE

Indicator Type Example Verification Authority
Infrastructure Activation Fiber corridor deployment under DESA GSIA
Human Capital Outcomes ||Vocational graduates under DEIC GSIA

Property Demonstration EUOS activation with ECHO Future modules||GSIA

Chapter 5: Procurement Integrity (UNCITRAL Model Law, OCDS
Publication)

Procurement integrity within SEE is codified under international best practices, ensuring that all
acquisition processes remain lawful, transparent, and auditable. SEE adopts the UNCITRAL Model Law
on Public Procurement as its normative reference, embedding principles of fairness, competition, and
non-discrimination into its procurement architecture.

Key compliance obligations include:

e Open Contracting Data Standards (OCDS): All procurement transactions are published under
OCDS protocols, enabling full transparency and public disclosure of contract terms, suppliers,
and financial flows.

e Vendor Neutrality and Interoperability: Procurement frameworks prohibit monopolistic
practices and mandate interoperability across technology stacks, ensuring equitable access for
qualified vendors.
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e Audit and Traceability: Every procurement decision is recorded within SEE’s compliance ledger,
creating an immutable audit trail for GSIA certification and multilateral verification.

By harmonizing procurement protocols with UNCITRAL and OCDS standards, SEE guarantees that its
acquisition processes remain defensible under global compliance norms and resilient against fiduciary
risk.

Chapter 6: Anti-Corruption, AML/CFT, and Beneficial Ownership

Transparency

SEE enforces a zero-tolerance policy toward corruption, money laundering, and illicit financial flows.
Its compliance architecture integrates Anti-Corruption, Anti-Money Laundering/Countering the
Financing of Terrorism (AML/CFT), and Beneficial Ownership Transparency obligations into every
operational layer.

Core enforcement mechanisms include:

e Mandatory Disclosure of Beneficial Ownership: All entities engaging with SEE—whether as
contractors, financiers, or partners—must disclose ultimate beneficial ownership structures,
verified through GSIA’s compliance protocols.

e AML/CFT Screening: Financial flows are subject to rigorous screening under international
AML/CFT standards, including FATF recommendations and regional compliance frameworks.

¢ Independent Audit and Recourse: GSIA maintains authority to conduct forensic audits and
enforce remedial actions in cases of fiduciary breach, ensuring lawful recourse and
reputational protection.

These safeguards transform SEE into a compliance fortress, capable of mobilizing catalytic capital while
maintaining absolute integrity across sovereign and institutional boundaries.

Table: Compliance Safeguards within SEE

Domain Protocol

Procurement Integrity UNCITRAL Model Law + OCDS Publication
Anti-Corruption Zero-tolerance enforcement + forensic audits
AML/CFT Screening FATF-aligned protocols + GSIA verification
Beneficial Ownership Mandatory disclosure + compliance ledger

Chapter 7: World Bank DE4A Governance—Digital Infrastructure,
Platforms, DFS, Entrepreneurship, Skills

The World Bank’s Digital Economy for Africa (DE4A) initiative provides a governance framework that
SEE adopts as a normative reference for its digitalisation and programmatic activation mandates. DE4A
is not treated as an external guideline but as an integrated compliance layer within SEE’s operational
architecture, ensuring that digital transformation is lawful, inclusive, and aligned with global standards.
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SEE’s alignment with DE4A encompasses five strategic domains:

Digital Infrastructure

SEE embeds DE4A’s infrastructure principles into DESA’s operational protocols, ensuring that fiber
corridors, sovereign data centers, and IXPs are deployed under lawful procurement standards and
interoperability requirements. This guarantees that digital infrastructure serves as a public good rather
than a monopolistic asset, reinforcing SEE’s commitment to equitable access.

Digital Platforms and Services

Through DEIC, SEE operationalizes DE4A’s platform governance logic, creating lawful ecosystems for e-
government, education, and health services. These platforms are designed to be vendor-neutral,
auditable, and interoperable, preventing systemic lock-in and ensuring compliance with international
data governance norms.

Digital Financial Services (DFS)

SEE integrates DFS protocols into its activation environments, particularly within EUOS properties and
vocational training programs under Power Play. This ensures that financial inclusion is not an
aspirational goal but a measurable outcome, supported by lawful frameworks for AML/CFT compliance
and consumer protection.

Entrepreneurship and Innovation

DEIC serves as the activation hub for entrepreneurship programs, harmonizing innovation labs and
vocational training with DE4A’s entrepreneurship standards. These programs are structured to create
lawful pathways for SME engagement, reinforcing SEE’s dual mandate of equity and competitiveness.

Digital Skills Development

SEE embeds digital skills training into its vocational curricula, ensuring that human capital development
remains aligned with DE4A’s competency frameworks. This integration guarantees that digitalisation
translates into employability and lawful economic participation, rather than exacerbating exclusion.

By internalizing DE4A governance principles, SEE transforms digitalisation from a technical exercise into
a lawful, equity-driven architecture, ensuring that connectivity, capability, and compliance converge
within a single auditable framework.

Chapter 8: Data Sovereignty, Privacy, and Cybersecurity Protocols

Data sovereignty within SEE is treated as a non-negotiable compliance obligation, ensuring that all
digital assets and information flows remain under lawful custodianship of the sovereign entity. This
principle is embedded into DESA’s infrastructure protocols and reinforced through GSIA’s certification
mechanisms, creating a defensible architecture against extraterritorial data exploitation.

SEE’s privacy framework is grounded in rights-based duties, harmonizing with international standards
such as the General Data Protection Regulation (GDPR) while adapting to continental contexts under
Agenda for Social Equity 2074. Privacy is not merely a technical safeguard but a fiduciary obligation,
ensuring that individual rights are preserved across all programmatic and infrastructural interventions.

Cybersecurity protocols within SEE are codified under a multi-layered defense model:

e Preventive Architecture: Secure compute environments, encrypted data flows, and lawful
access controls embedded into DESA’s infrastructure stack.
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e Operational Resilience: Continuous monitoring and threat detection systems integrated into
EUOS activation environments and DEIC programmatic platforms.

¢ Independent Audit and Recourse: GSIA maintains authority to conduct cybersecurity audits
and enforce remedial actions, ensuring that breaches are addressed lawfully and transparently.

By embedding data sovereignty, privacy, and cybersecurity into its fiduciary architecture, SEE
guarantees that digitalisation remains a lawful enabler of equity rather than a vector for systemic
vulnerability. This compliance posture reinforces SEE’s position as a trustworthy, auditable, and globally
defensible architecture, capable of mobilizing catalytic capital while safeguarding sovereign and
individual rights.

Chapter 9: Stakeholder Engagement, Grievance Redress, and Remedy
Stakeholder engagement within SEE is not treated as a discretionary activity but as a mandatory
fiduciary obligation, embedded into every operational layer of its governance and programmatic
architecture. The principle underpinning this obligation is that lawful equity cannot be achieved
without inclusive dialogue and structured participation from all affected parties—sovereign
authorities, private actors, civil society, and local communities.

SEE codifies stakeholder engagement through a rights-based framework, ensuring that consultations
are conducted transparently, documented rigorously, and aligned with international standards such as
AfDB’s Integrated Safeguards System (ISS). Engagement protocols require early-stage involvement of
stakeholders during project design, followed by continuous dialogue throughout implementation. This
approach guarantees that concerns are addressed proactively rather than reactively, reducing fiduciary
risk and reinforcing trust.

Grievance redress mechanisms within SEE are structured to provide lawful, accessible, and timely
remedies. Each component—DESA, DEIC, Power Play, Global Ground, and EUOS—is mandated to
maintain a grievance registry, integrated into SEE’s compliance ledger. Complaints are processed under
a tiered protocol: initial resolution at the component level, escalation to Ignite for structured
mediation, and, where necessary, independent arbitration under GSIA oversight. Remedies include
corrective actions, compensation where applicable, and public disclosure of resolutions, ensuring that
fiduciary integrity and reputational safeguards remain intact.

By embedding stakeholder engagement and grievance redress into its compliance architecture, SEE
transforms these processes from procedural formalities into strategic instruments of lawful
governance, reinforcing its position as a transparent, auditable, and globally defensible framework.

Chapter 10: Harmonization with COMESA IDEA—Regional Platforms

and PCU Interfaces

SEE’s fiduciary and compliance architecture is designed to operate seamlessly across sovereign
boundaries, necessitating harmonization with regional governance frameworks. The COMESA Inclusive
Digitalisation of Eastern and Southern Africa (IDEA) program serves as the primary regional reference
for this harmonization, providing lawful standards for digital infrastructure, programmatic activation,
and cross-border compliance.

SEE integrates IDEA protocols through formal PCU (Program Coordination Unit) interfaces, ensuring
that its operational mandates—particularly under DESA and DEIC—align with regional digitalisation
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corridors and cooperative governance structures. This harmonization extends to procurement
standards, safeguard obligations, and results measurement frameworks, creating a unified compliance
posture that is recognized across COMESA member states.

The interface between SEE and IDEA is not limited to technical coordination; it encompasses policy
harmonization and fiduciary alighment, enabling mutual recognition of compliance certifications and
lawful interoperability of digital platforms. GSIA plays a pivotal role in this process, serving as the
external authority for cross-border certification and dispute resolution, thereby reinforcing SEE’s
credibility before multilateral financiers and regional governance bodies.

By embedding COMESA IDEA protocols into its fiduciary architecture, SEE ensures that its interventions
remain regionally coherent, globally defensible, and lawfully integrated, positioning itself as a
continental compliance engine capable of delivering equity outcomes at scale.

Chapter 11: Cross-Border Compliance and Mutual Recognition

SEE’s continental mandate requires a lawful framework for cross-border operation, built on the
doctrines of equivalence, mutual recognition, and regional harmonisation. Equivalence is achieved by
mapping SEE’s internal standards—procurement integrity, safeguards, privacy, cybersecurity, MEL, and
auditability—against authoritative external instruments; mutual recognition is then formalized through
programmatic interfaces and recognition notes with Regional Economic Communities (RECs),
multilateral financiers, and national competent authorities. This approach ensures that a project
activated in one jurisdiction remains defensible, publishable, and certifiable when its financial flows,
data, or physical assets traverse borders.

In procurement and disclosure, SEE relies on the UNCITRAL Model Law on Public Procurement (2011)
as the primary legal benchmark for competitive, transparent, and non-discriminatory public purchases,
including provisions for e-procurement and challenge mechanisms. Where countries have
implemented or are converging toward UNCITRAL-consistent regimes, SEE treats those regimes as
equivalent, enabling mutual recognition of tendering and award decisions for cross-border packages
and multi-country corridors. To operationalise transparency and comparability, SEE mandates
publication according to the Open Contracting Data Standard (OCDS), allowing disclosure across the
full contracting lifecycle and supporting audit-grade interoperability between jurisdictions.

Digitalisation presents unique cross-border compliance considerations. SEE adopts a layered approach
to data sovereignty and lawful transfers, aligning sovereign policies with continental instruments and
national law. The African Union Convention on Cyber Security and Personal Data Protection (Malabo
Convention)—adopted by the AU Assembly on June 27, 2014—is treated as the continental reference
for lawful electronic transactions, personal data protection, and cooperation against cybercrime, with
recognition that implementation varies by state as ratification and deposit progress over time. In
practice, SEE requires that cross-border data flows either remain within sovereign-controlled
infrastructure (as provided by DESA corridors and sovereign data centers) or rely on transfer
mechanisms permissible under applicable law and the Convention, with audit trails and remedies
available through external oversight.

Regional harmonisation is anchored through COMESA’s IDEA program, which establishes a Regional
Harmonization and Planning Platform, a Regional Knowledge and Capacity Building stream, and a
Program Coordination Unit (PCU) at COMESA for multi-country digital market integration and trusted
data platforms. SEE interfaces with this platform to secure regional policy alignment, enable mutual
recognition of certifications, and synchronize cross-border corridors and platforms under a
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programmatic, eight-year Multi-Phase Approach. As IDEA enters phased implementation (including the
initial financing for COMESA’s PCU and first-phase countries), SEE’s equivalence mapping and
certification logic ensure that digital infrastructure, platforms, and skills programs remain interoperable
and legally defensible across borders.

To maintain coherence between continental and global frameworks, SEE aligns its digital governance
and skills activation with the World Bank’s Digital Economy for Africa (DE4A) pillars (infrastructure,
platforms, digital financial services, entrepreneurship, and skills), which serve as a recognized reference
for country diagnostics and operational engagements. Mutual recognition in this context attaches to
the conformity of SEE programs with DE4A’s pillars and implementation guidance, ensuring
cross-border comparability of indicators, results baselines, and compliance ledgers.

Table: Mutual Recognition Instruments and Interfaces

Instrument

/ Scope of Recognition SEE Interface and Proofs
Platform
UNCITRAL Procedural equivalence in public Procurement manuals mapped to
Model Law procurement, including e-GP and UNCITRAL provisions; OCDS publication
(2011) challenge mechanisms with immutable audit trails

. Contracting records published in OCDS;
Lifecycle transparency and

OCDS . o ) validation logs and record merges for
interoperability of contracting data -
cross-border comparability

AU Malabo Lawful electronic transactions, Data governance notes; transfer

Convention personal data protection, and cyber |[assessments; sovereign hosting
cooperation attestations and audit logs
Regional harmonisation for digital Recognition notes and PCU coordination

COMESA IDEA . . e e

(PCU) markets, platforms, and skills; minutes; certification handshakes through
programmatic MPA GSIA

World Bank Pillar-based diagnostics and Pillar mapping matrices; indicator

DE4A operational guidance comparability and DLI alighnment

Chapter 12: Independent Recourse and Audit Protocols

Independent recourse and audit are the fiduciary safeguards through which SEE converts rights-based
duties into enforceable remedies and verifiable assurances. These safeguards operate on two planes:
(i) external recourse to multilateral accountability mechanisms when projects are financed by those
institutions, and (ii) independent audit of SEE’s own programs and ledgers against public-sector
auditing standards.

For multilateral projects, SEE recognizes and cooperates with the African Development Bank Group’s
Independent Recourse Mechanism (IRM), the AfDB’s independent complaints and redress mechanism
for individuals, workers, and communities adversely affected by AfDB-financed projects. The IRM
provides both problem-solving (mediation) and compliance review, and maintains public registries,
annual reporting, and operating rules designed to deliver remedy, prevent reprisals, and uphold
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transparency. SEE’s grievance ledgers and disclosure obligations are designed to be IRM-compatible,
enabling affected persons to file complaints and obtain recourse in accordance with IRM procedures
when relevant financing applies.

Beyond multilateral recourse, SEE’s independent audit protocols are benchmarked to the INTOSAI
Framework of Professional Pronouncements, specifically ISSAI 100 — Fundamental Principles of
Public-Sector Auditing. This standard articulates organisational requirements, general principles, and
process-related principles for financial, performance, and compliance audits, and has been updated
under IFPP (with supplements on auditor competence and quality management taking effect from
January 1, 2025). SEE’s audit doctrine adopts these principles to ensure that audits deliver appropriate
assurance, are executed by competent, independent auditors, and produce findings and
recommendations that are legally actionable and publicly reportable.

Operationally, SEE institutes a three-tier audit and recourse construct. First, component-level audits
verify compliance and results (including DLIs) within DESA, DEIC, PCPP, PCGG/GSCA, and EUOS,
publishing OCDS-linked procurement records and MEL attestations that can be independently
reconciled. Second, custodial audits examine SEE’s consolidated compliance ledger, fiduciary flows, and
cross-border equivalence mappings, ensuring that mutual recognition claims remain defensible against
UNCITRAL and DE4A references. Third, external certification by GSIA provides bankability assurance
and recourse escalation, including forensic reviews and public disclosure of remedial actions where
fiduciary or safeguards breaches are substantiated. This layered construct ensures that audit and
recourse are not episodic but embedded, continuous, and enforceable across sovereign cycles.

Table: Independent Recourse and Audit—Triggers and Authorities

Safeguard Trigger Authority / Standard ||Outcome
AfDB IRM R d t li
Multilateral Harm alleged in ) .em.e ¥ agreemer.w > or.comp lance
. i (problem-solving; findings with public registry and
Recourse AfDB-financed project

compliance review) |[follow-up

Financial, Independent audit opinions;
Public-Sector ||performance, or INTOSAI ISSAI 100 recommendations; public reporting
Audit compliance assurance |[under IFPP with quality and competence

needs requirements (effective 2025)

Open data records enabling
OCDS publication scrutiny, red-flag analytics, and
comparability across borders

Procurement (|Contract lifecycle
Transparency |[disclosure

Equivalence mapping; recognition
notes; defensible inter-jurisdictional
operations

Cross-Border  ||Multi-jurisdiction UNCITRAL Model Law
Equivalence operations + DE4A pillars

Final Word — Fiduciary, Safeguards, and Legal Compliance Manual

This manual establishes the fiduciary spine of the Social Equity Engine (SEE), translating rights-based
duties into enforceable protocols and bankable assurances. By embedding alignment with recognized
continental and global frameworks, SEE converts compliance from a procedural obligation into a
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strategic instrument for legitimacy, scale, and resilience. The architecture harmonizes procurement
integrity and transparency with UNCITRAL and OCDS publication requirements, secures environmental
and social safeguards through AfDB’s Integrated Safeguards System, and orients digital governance to
DE4A pillars to preserve comparability of indicators and lawful operational consistency across
jurisdictions. It further codifies data sovereignty, privacy, and cybersecurity under sovereign law and
the Malabo Convention, ensuring lawful cross-border operation without compromising individual
rights or sovereign control. Independent recourse and audit are made concrete through compatibility
with the AfDB IRM and adoption of INTOSAI/ISSAI 100 principles, guaranteeing remedy pathways and
credible public-sector assurance.

Collectively, these doctrines and protocols render SEE defensible before multilateral and sovereign
authorities, auditable under international standards, and attractive to catalytic capital. They are
designed to withstand sovereign cycles, institutional changes, and market volatility, ensuring that
equity remains measurable, investable, and lawfully stewarded. With Document 3 complete, SEE’s
governance and operational components can proceed under a unified compliance ledger and
recognition model, ready for country onboarding, results-based disbursements, and transparent public
disclosure under subsequent implementation and MEL instruments.
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